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Executive Summary

As Western nations and their allies across the globe impose a growing raft of sanctions on the Russian economy, evidence is emerging of adaptations in Russia’s financial and trade strategy. Examples include the switching of ownership of companies and properties to family members or affiliates, the use of trading companies to source foreign exchange to avoid the sanctions imposed on the Central Bank of Russia, and import substitution, which the country has adopted since it was first targeted by Western sanctions in 2014. Alongside these steps, Russia is now gravitating further towards other states that have faced similarly sweeping restrictive measures or that facilitate sanctions evasion, to learn best practice, secure necessary services and establish trade relationships.

By highlighting the experience of other rogue states, this paper examines the question of how Western governments, notably in Europe, and their private sectors could strengthen their sanctions implementation and enforcement strategies in light of potential changes in Russia’s financial activity. In particular, the paper considers techniques that Russia might learn from rogue states to create a similar – or interconnected – parallel financial system.

In this regard, Iran represents a notable case study. The country has faced financial sanctions from the international community for years, seeks to fund its economy through the export of hydrocarbons, and has most recently had to adapt to the reimposition of sanctions by the US, following former US president Donald Trump’s withdrawal from the 2015 nuclear deal (the Joint Comprehensive Plan of Action), under which Iran originally received certain UN, unilateral and national sanctions reliefs related to its nuclear programme.

Iran also demonstrates the kinds of symbiotic relationships (or mutually beneficial commercial partnerships) between rogue states and non-state actors (including designated terrorist groups) that can benefit from the move to clandestine finance systems. For example, Iran's funding and resourcing of Hizbullah is reciprocated in numerous ways, including through support for the state’s intermediary oil trading schemes. Such joint ventures or marriages of convenience between rogue states and their proxies may possibly be mirrored in the ways in which private military companies patronised by Russia advance Russian interests (and enable the circumvention of sanctions) globally.

To facilitate its trade and finance ambitions, Iran also co-opt service-providing states, such as financial centres, where supervision and enforcement of financial crime regulations is weak.
While evidence has yet to emerge of the complete adaptation of the financial systems needed by Russia to run its economy in defiance of allied sanctions, given the likely prolonged isolation of Russia from the international financial system, similar to Iran, it can be expected that it will seek to establish parallel financial relations that seek to evade the sanctions set against it by Ukraine’s allies.
Introduction

The underlying logic of the use of sanctions measures is coercion through economic restriction. If a state cannot sell goods and services to generate hard international currencies or cannot use such currencies to buy the items it needs to sustain its activities or support its regime, then eventually – the theory goes – that state will need to reconsider its course of action. To beat sanctions, therefore, targeted states need to find ways to sustain domestic economic activity and trade.

Iran has been subject to some form of economic sanction since 1979. The country has had decades in which to develop finance and trade networks that facilitate the evasion of Western sanctions, from those banning Iranian imports to the US following the 1979 hostage crisis through the US designation of Iran as a state sponsor of terrorism in 1984 and a range of nuclear-related UN Security Council sanctions resolutions in the early 2000s to the more recent reimposition and ramping up of sanctions under former president Donald Trump’s ‘maximum pressure’ campaign following the US withdrawal from the Joint Comprehensive Plan of Action (JCPOA) in May 2018. Other countries have likewise developed mechanisms for evading Western sanctions. North Korea has established networks and structures for continuing to source the materials and funding it needs to pursue its ambition to develop its nuclear programme; Venezuela has similarly facilitated the export of oil in contravention of US sanctions; and countries as diverse as Sudan, Yemen and Zimbabwe have similarly grappled with evading the sanctions net imposed by the US, the EU or their allies that dominate the global financial system.

But, with an economy estimated to be worth US$90 billion, and a need to export its oil and import the goods required to support its domestic and military economies, it is Iran that has developed the most sophisticated and wide-reaching mechanisms. Such mechanisms seek to allow it to operate beyond the reach of Western economic sanctions and the financial systems controlled by the US, the UK and the EU. This is particularly so since the collapse – in essence – of the JCPOA. This deal, struck in 2015, provided certain nuclear-related sanctions reliefs to Iran which, when Trump removed his support for the deal in 2018, saw

sanctions on Iran ‘snap back’. Although the remaining signatories to the deal sought to sustain it via negotiation and financial engineering, the latter an attempt to facilitate continued trade with Iran in the face of US sanctions, the dominance of the US and the US dollar in global trade and finance has neutered these efforts.

Against this background, since Russia's full-scale invasion of Ukraine in February 2022, Western officials have expressed concerns over Russia’s growing proximity to Iran and other rogue states, and the impact of these relationships on the future of the international order. One anticipated development is that these states – all subject to sanctions regimes – will share lessons on how to avoid restrictive measures and abuse the international financial system for their own malign purposes.

Until February 2022, for most parts of the global financial and economic system, Russia represented a business and profit-making opportunity. Since the Kremlin's full-scale invasion of Ukraine, this position has, of course, rapidly reversed as wide-ranging sanctions have been imposed on the Russian economy and financial system. This reversal of integration has presented challenges that will require Western allies to pay detailed attention to any ongoing economic connection with Russia, while at the same time, the Kremlin will face the challenge of maintaining both its civilian and military supply chains in the face of the rupturing of previously reliable funding and resourcing connections.

This paper seeks to answer the question: how should Western governments, notably those in Europe, and their private sectors strengthen their sanctions implementation and enforcement to counter changes in Russia's financial activity that have been borrowed from rogue states?

The paper has four chapters. Chapter I reviews the key measures taken by the international community to restrict the financial activity of rogue states and assess the various means by which these states have sought to blunt these efforts. To illustrate these concepts in more detail, the case of Iran is used in Chapter II to detail particular activities that may be relevant to the newest member of the rogue state club, Russia. Chapter III focuses on Russia and why and how these tools may be relevant as Western sanctions in response to Russia’s war of

aggression in Ukraine tighten and isolate the country from its traditional markets. Chapter IV considers the current weaknesses in the financial system that are exploited by rogue states. The paper concludes with recommendations for Western policymakers and those supervising and operating in the international financial system to refocus their efforts to ensure that they are equipped with the understanding and tools to blunt the effort of rogue states to finance their malign activities via alternative financial and economic systems, described by some – and in this paper – as ‘clandestine finance systems’ (CFSs).  

What emerges is a picture of varyingly complex CFSs with shared family characteristics, which use, among other techniques, overseas front companies and ledger systems to mask the financing and transacting of trade. Of particular concern, beyond the need to ensure that financial and economic restrictions placed on a country’s activities to support international security objectives are implemented, is that this activity can also be used by rogue states to transfer funds to their proxies. As the example of Iran shows, the development of a CFS can provide new avenues for state-sponsored terrorist financing, and indeed can make a virtue of a necessity by actively involving the designated terrorist group in the management of a CFS. An analysis of the activities of Russia’s private military company the Wagner Group suggests that such activity is clearly a very real possibility as Russia adapts to the pressure of international sanctions.

**Methodology**

This paper is informed by a review of English-language open source literature on the evasion techniques used by countries currently under stringent sanctions imposed by the UN Security Council (UNSC) and/or coalitions of Western states. Specifically, this review was undertaken in the first quarter of 2023 and draws on material from official documents produced by international organisations such as the UN and the Financial Action Task Force (FATF), the global anti-money-laundering and counterterrorist-financing standard setter, and national governments’ institutions and agencies, such as the US Treasury’s Office of Foreign Assets Control (OFAC), the US’s main sanctions administrator. It considers academic and policy research from online searches via Google and dedicated research databases such as EBSCO and JSTOR, and, in addition, reputable and

---

corroborated media reporting. The research draws on credible leak databases, notably Wiki Iran,\textsuperscript{10} and sources relied on by professionals in governments and the private sector to support their identification of sanctions evasion activity.

The research faced a number of constraints as there is limited open source information on the mechanics of CFSs. The operational effectiveness of CFSs requires those controlling them to protect ‘tradecraft’ secrets, and those agencies dedicated to interdicting them will be wary of sharing this knowledge publicly, if known, for fear of prompting a change in the target’s behaviour. This means that much of what is known relies heavily on the public statements of government agencies taking enforcement action (most commonly OFAC) or when an international organisation is mandated to provide a review of sanctions evasion activities (such as through one of the Panel of Experts (PoEs) tasked with reviewing the implementation of UNSC resolutions).\textsuperscript{11} Bearing in mind the clandestine nature of this activity, interviews were only used to validate the credibility of certain sources, in particular Wiki Iran.\textsuperscript{12}

Definitions and Terminology

The paper uses a number of terms which vary in use and novelty. ‘Rogue states’ was a phrase first used in 1994 by then US National Security Adviser Anthony Lake to describe countries which consistently flouted international standards and took an adversarial position towards the US and its allies.\textsuperscript{13} This definition is used in this paper and applied to those states that are also subject to severe UNSC and/or Western bi- or multilateral sanctions as a result of their behaviour: Belarus, Iran, Myanmar, Nicaragua, North Korea, Russia, Syria, and Venezuela.

The term ‘clandestine finance system’ is new, and – notwithstanding its use in a 2022 \textit{Wall Street Journal} article on Iran\textsuperscript{14} – does not have wide currency in academic or policy debate. In this paper, it refers to a method, or set of methods, used by a government, government agency or a non-state actor to undertake illicit economic and/or financial activities without detection.
For a third key term, ‘terrorist financing’, the paper draws on the work of contemporary researchers such as Jessica Davis, who define it as a set of financial activities – raising, using, storing, moving, managing and obscuring funds – undertaken to fulfil terrorist purposes, whether those purposes are operational, such as mounting attacks, or organisational, such as providing ongoing day-to-day support for the group or network. In terms of terrorist financing, the paper focuses mainly on the raising and moving of funds from states to their terrorist dependents, while also discussing active and intentional state support for terrorist groups, rather than passive state support or negligence, which might allow terrorists or their supporters to conduct financing activities unimpeded. Although some researchers treat passive support as a form of ‘state sponsorship of terrorism’, if included here it would potentially bring in several states for consideration not widely recognised as rogue states. A noted recent example would be Qatar, which was sanctioned by several of its regional neighbours from June 2017 to January 2021 for allegedly supporting terrorism and criticised – but not sanctioned – by the US for its failure to do enough to tackle terrorist fundraising more generally.

I. Targeting Rogue States

This chapter reviews the methods by which the international community has targeted the financial and economic activities of rogue states and how these states have responded.

There is a wide range of literature reviewing the use of sanctions, both in a historical context and considering more contemporary use from a policymaker perspective.\(^\text{18}\) The private sector also produces extensive research on the topic in support of banks and other regulated sectors that are required to implement asset freezes under sanctions designations.\(^\text{19}\) This chapter does not intend to revisit in detail this literature, but highlights why it is that rogue state CFSs have developed as a result.

Sanctions are most commonly deployed by states or groups of states facing national security challenges to coerce a state back to acceptable behaviour, or at the very least punish the regime of that state.\(^\text{20}\) For example, the 2021 US Treasury Sanctions Review argues that the use of sanctions against Iran to prevent it from using the international financial system and commercial markets to generate revenue through oil sales and other activities that support its nuclear and ballistic missile proliferation and support for terrorist activities ... pushed Iran to the negotiating table on its nuclear program in 2015.\(^\text{21}\)

In the case of Iran, the review also claims that US sanctions ‘so significantly impaired Hizballah funding streams that in 2019 the organization had to reduce salaries for its military arm and media efforts and publicly solicit donations’.\(^\text{22}\)

---


22. Ibid.
The most widely recognised sanctions are those issued by the UNSC, to which all 193 UN member states are required to adhere. Outside the UN, there are also a growing number of autonomous sanctions regimes, including those of the US, the EU, Canada, the UK and Australia. Of these, the most potent is that of the US, which uses the power and ubiquity of the US dollar in international trade not only to prevent its own nationals and businesses from engaging with designated targets (primary sanctions), but also on occasion those of other nations (secondary sanctions).

The elements of these autonomous national regimes vary. Depending on the targeted country and the issuing authority, some of the most common areas of designation include: embargos on arms; military materiel and technology; trade and investment bans on key export/import sectors; and asset freezes and travel bans on individuals and entities linked to the regime or malign activities. The Western allies’ latest sanctions on Russia have gone further to also include prohibiting the use of airspace, roads and ports, and a ban on certain media outlets. There can also be asset freezes and bans on transactions for designated financial institutions, as well as restrictions on access to the infrastructure of international finance such as the SWIFT messaging system, currently affecting financial institutions in Iran (extensively) and Russia (partially).

In sum, for states whose economies rely on access to international markets for trade (such as the sale and purchase of oil and other hydrocarbons) and finance, sanctions should pose a material restriction. Yet rogue states have agency, and the next section considers how these states might choose to respond.

---


Rogue State Responses

As noted, the underlying logic of these sanctions measures is coercion through economic restriction. If a country cannot sell goods and services to generate hard international currencies or cannot use such currencies to buy the items the state needs to sustain its activities or support its regime, then eventually – the theory goes – that state will need to reconsider its course of action. To beat sanctions, therefore, targeted states need to find ways to sustain domestic economic activity and trade.

The responses of rogue states to this predicament have been varied, although there has been a familiar rhetorical commitment to self-sufficiency from states such as South Africa during the apartheid era and Iraq after the first Gulf War in 1991. In 2007, Iran’s Supreme Leader Ayatollah Ali Khamenei coined the term ‘resistance economy’, a concept which has developed since into a programme of initiatives which include reduced consumption and waste and more efficient use of domestic economic resources. Rogue states have also sought to continue economic interactions in commercial sectors where sanctions are more ambiguous. For many years, North Korea has sought to continue working between the cracks of UN sanctions, providing construction workers, medical services and other forms of cheap labour to sympathetic states, for example in sub-Saharan Africa. Although the UNSC required UN members to repatriate all North Korean workers by 22 December 2019, UN PoE reports continue to suggest their presence overseas.

Others have continued to trade openly in commodities that are subject to unilateral sanctions (for example, sanctions from the US or the EU), but not UN-backed sanctions. Russia has sought to work around the Western designations of its oil sales by finding new buyers among ‘neutral’ states such as China and India, who have not applied sanctions to Russia following its full-scale invasion of Ukraine. A further area of open activity has been the negotiation of barter deals, which, by relying on the physical exchange of equally valued goods, potentially avoids points of contact with the US dollar or other international currencies where activity should be identified and blocked by the banking system. Such deals are

being attempted between sanctioned states, such as Iran and Venezuela, but also between sanctioned and neutral partners, such as Iran and Pakistan, since December 2021.\textsuperscript{33} Heavily sanctioned states – Russia and Iran, for example – have also started denominating bilateral trade in their local currencies,\textsuperscript{34} as well as looking to trade in non-Western currencies, such as the Chinese renminbi and UAE dirhams, as a form of alternative international settlement currency to the US dollar.\textsuperscript{35} Last, to support the development on non-G7 currency trade, countries are establishing connected domestic currency settlement systems. For example, Russia and Iran are reportedly integrating both their national financial messaging systems\textsuperscript{36} and their individual bank card networks (respectively called Mir and Shetab), which is expected to facilitate the de-dollarisation of financial transactions related to bilateral trade.\textsuperscript{37}


\textsuperscript{36} \textit{Reuters}, ‘Iran, Russia Link Banking Systems Amid Western Sanction’, 30 January 2023.

Case Study: The Asian Clearing Union (ACU)

As global trade becomes more fragmented under the pressure of sanctions and efforts by those subject to sanctions to circumvent the reach of the US dollar and other G7 currencies, as indicated earlier, advance barter trade is becoming more prominent. Barter trade is a form of exchange that has existed for millennia, but in the modern era its relevance has resurfaced in the face of national capital controls that restrict cross-border payments, and liquidity shortages created by bilateral payment clearing between nations.

As a result of these restrictions, various settlement systems have been developed that allow for payments to be ‘netted’, which means that where groups of countries trade with each other, only balancing payments – rather than gross payments – need to be made between central banks.

One such settlement forum is the ACU. Formed in 1974 at the initiative of the UN Economic and Social Commission for Asia and the Pacific, the ACU now comprises nine members, including Bangladesh, Bhutan, India, Iran, Maldives, Myanmar, Nepal, Pakistan, and Sri Lanka.

In essence, the ACU facilitates trade between the member nations without the need for payment beyond a final settlement payment. Such a structure is tailor-made to support sanctions evasion as it allows countries to trade without an accompanying financial transaction. While the ACU has accounts with the formal financial system to facilitate the netting of these ‘IOUs’ between countries, where a final balancing payment is needed, this payment can also be made in a local currency, avoiding the need to use the Western banking system. With the advent of central bank digital currencies, such balancing payments, made beyond the reach of Western authorities, are likely to become even easier.

Such settlement platforms, originally established to enhance regional trade, are likely to face a renaissance as countries face new financial system restrictions, this time caused by sanctions rather than liquidity or capital controls.

II. Iran’s Journey of Financial System Innovation

Against this outline of the different ways in which rogue states and those that facilitate their activity operate, this chapter considers the specific case of Iran.

Overt trade efforts with friends and neutrals are only one aspect of how sanctioned states continue to survive. Clandestine activities are also key. Facing the dominance of US dollar pricing in international trade, rogue states need to find ways to generate dollars they do not currently have, and ways to spend them. In the first half of the requirement – making money – two methods commonly appear: secretly converting domestic currency and assets; and generating funds through committing illicit acts.

Iran has a long history of seeking to respond to sanctions. It is beyond the scope of this paper to review this history, which has been addressed in detail by others.38 This paper therefore considers contemporary examples, taken primarily from sanctions designations made by OFAC, to demonstrate the way in which Iran has used CFSs to operate its economy while under sanctions, specifically considering currency conversion and intermediary trading.

Currency Conversion

Currency conversion requires the physical transfer of domestic currency out of the rogue state, its conversion into physical US dollars, and its successful return. In recent years, the US has outlined publicly two such cases of currency conversion linked to Iran. In May 2018, OFAC revealed a scheme where the regime’s elite military unit, the Islamic Revolutionary Guard Corps (IRGC), transferred Iran’s domestic currency, the rial, in bulk to the UAE, where it was then converted into US dollars by complicit money exchange houses, an activity that was hidden from authorities through the creation of forged documentation.39 In a further designation in September 2021, OFAC identified another scheme involving the IRGC, where

38. See, for example, Melina Helga Richter, US Sanctions Against Iran: Historical Context, Goals and Consequences (Munich: GRIN Verlag, 2020); Nephew, The Art of Sanctions.
currency and gold were smuggled on commercial flights to Turkey operated by the Iranian airline Mahan Air, itself a US-designated carrier. Once the trade was completed, the currency and gold were sold via a complicit intermediary, and the proceeds were transferred by commercial flight back to Iran.  

**Intermediary Trading**

It is, however, unrealistic to expect bulk conversion of domestic currencies – or the increasingly reported use of cryptocurrencies  – to be feasible on the kind of scale necessary to support even a mid-sized economy such as Iran’s, where imports and exports are valued in the tens of billions.

Some rogue states, such as North Korea, supplement this approach by conducting illicit activities. Since the 1970s, North Korea has built up an extensive charge sheet, including the production and trafficking of illegal narcotics; the counterfeiting and trafficking of pharmaceuticals, cigarettes and US currency; and the smuggling and sale of high-value items, including precious metals, stones and illegal wildlife. More recently, however, the North Korean state's direct involvement in some of these schemes has waned, most notably narcotics trafficking, superseded by a focus on cybercrime, and in particular the theft of cryptocurrency. According to research by Chainalysis, a blockchain analytics firm, North Korean hackers stole the equivalent of US$400 million in cryptocurrencies in 2021, a figure that will be far surpassed in 2022, following hacks that have included the theft in March of US$600-million worth of cryptocurrencies from online game platform Ronin Network’s Axie Infinity.

---


A high proportion of these funds are reportedly cashed out over time into renminbi through offshore cryptocurrency exchanges. While converting domestic cash and generating illicit funds can make hard currency, neither provides an immediate way to use those funds to buy goods on the open market. A more sophisticated and dual-sided mechanism, allowing both the generation of funds and the means to spend them, is needed.

The solution that Iran has developed is to continue trading by hiding its activities behind intermediaries, or ‘hidden subsidiaries’, as senior Iranian official Gholamreza Mesbahi-Moghaddam described them in a live debate in January 2021. These schemes are not identical, but they rest on similar structures and patterns, described below in a simplified composite form, drawn from explanations in several sources and illustrated in more detail with case studies:

1. Entities within the rogue state, for example, Iranian banks, rahbar (‘pioneer’) companies and exchange houses in Iran, are tasked with facilitating sanctioned international trade – whether exports or imports – for designated domestic sectors or businesses.
2. In this, they rely on existing networks of businesses and agents based overseas who are tasked with setting up front companies and accompanying bank accounts through which to accomplish trade. These overseas networks might be managed by rogue state nationals, others posing as third country nationals, or by actual trusted third country nationals.
3. When the sanctioned state needs to export goods, the front company will sell the designated product or commodity to a buyer, knowingly or otherwise, using falsified documentation. The front company will also engage complicit

---

50. Rahbar companies are affiliates of the Iranian banks that have been sanctioned.
logistics firms to transport the goods, often using well-known techniques to hide the origin of goods, including changing ship names at sea, transferring goods ship-to-ship with electronic tracking turned off, camouflaging goods with non-designated items, or blending and relabelling commodities such as oil at major transhipment hubs. The funds for the sale will be paid into the front company’s bank account.

4. Although some funds might be withdrawn and couriered back to the rogue state, most will be used instead to support import activity. Requests for imports from other designated firms or institutions will be issued to the front company, which will then apply similar techniques to buy and transport goods without revealing their destination, paying for the goods with the funds previously received into its account in receipt of exported items. To ensure that this trade balances, centralised institutions such as the Central Bank of Iran monitor this activity and run ledgers which ensure that countervailing transactions are made domestically to ensure exporters receive compensation for the original sale.

These schemes can vary enormously in their complexity. For states under more limited designation, they can be relatively basic and only used to provide a cut-out for exports; for example, according to 2021 research by civil society group Justice for Myanmar, the US-designated Myanmar Timber Enterprise, the main state-owned exporter of timber in Myanmar, uses a single layer of private and undesignated Myanmar-based companies to sell its goods on to US importers. By comparison, and explored further below, the matrix of companies now being used by Iran to sell oil and related goods to customers in South, Southeast and East Asia is multilayered, with various front companies based in locations such as Turkey, the UAE and Hong Kong being used to hide the connection to Iran, sometimes ‘trading’ the commodities with each other before dealing with the end customer in South, Southeast or East Asia.


The following three case studies illustrate these forms of clandestine finance activity.

**Case Study 1: Iranian Petrochemical Sales**

Following the US withdrawal from the JCPOA under the Trump presidency, Iran’s intermediary trading networks were revived in response to the reimposition of sanctions by the US. Starting in 2019, OFAC designations on various components of Iran’s vast intermediary trading network aimed to forestall the country’s efforts to sell its petrochemical products in contravention of US sanctions, mostly to markets in East and South Asia. These OFAC designations are focused on interdicting the networks around two crucial brokerage nodes, Persian Gulf Petrochemical Industries Company (PGPIC) and Triliance Petrochemical Co. Ltd. Once designated, all property and interests in property of these entities subject to US jurisdiction are blocked, and US persons are generally prohibited from engaging in transactions with them. Importantly, furthermore, foreign financial institutions that knowingly facilitate significant transactions for, or persons that provide material or certain other support to, the subjects of these designations risk exposure to sanctions that could sever their own access to the US financial system or block their property and interests in property under US jurisdiction.

- In June 2019, OFAC sanctioned Iran’s largest and most profitable petrochemical holding company, PGPIC, and 39 of its subsidiaries and foreign-based sales agents, at the time accounting for 40% of Iran’s total petrochemical production capacity and 50% of its petrochemical exports.

- In January 2020, OFAC took action against Triliance Petrochemical Co. Ltd, a broker based in Hong Kong which ordered the transfer of the equivalent of millions of dollars to the National Iranian Oil Company (NIOC) as payment for petroleum products (PPs) delivered to the UAE and China, concealing their Iranian origin. Other companies based in Hong Kong (Sage Energy HK Limited), China (Peakview Industries Co. Limited) and the UAE (Beneathco DMCC) were sanctioned by OFAC for the same reason.

---
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• In September 2020, six entities based in the UAE and Hong Kong were designated for supporting Triliance’s sanctions evasion efforts by, among other things, acting as the purchaser on behalf of Triliance for hundreds of thousands of metric tonnes of Iranian PPs for onward sale. Other companies were used to settle fees owed by Triliance and to facilitate the shipment and resale of PPs.

• Further Iranian, Chinese and Singaporean companies were sanctioned in October 2020 for similarly supporting Triliance’s sanctions evasion by settling, processing and transferring the proceeds of PP sales it had brokered for Iranian producers. Chinese and Emirati companies providing shipping services and conducting financial transactions for Triliance as front companies were sanctioned in December 2020.

• More front companies for Triliance and PGPIC and enabling entities were designated by OFAC in June 2022 (including an Indian national, Mohammad Shaheed Ruknooddin Bhore, who managed multiple Triliance front companies), July, August, September and November 2022, and February and March 2023.

• The latest of these designations, in March 2023, is of particular note. As described by OFAC, 39 entities, ‘constituting a significant “shadow banking” network’, were sanctioned, representing ‘one of several multi-jurisdictional illicit finance systems which grant sanctioned Iranian entities … access to the international financial system and obfuscate their trade with foreign customers’. This and similar networks involving front companies in jurisdictions such as Hong Kong, Singapore and the UAE operate precisely the ledger systems referred to in this paper as CFSs that allow Iran to generate ‘the equivalent of tens of billions of dollars annually for the Iranian regime’.

As illustrated in this most recent designation by OFAC, front companies and enabling entities are almost always based in Iran, China, Hong Kong or the UAE, with some further entities based in Singapore, Malaysia and India. Resembling a game of ‘whack-a-mole’, it would appear that US designations and sanctions action serve to expose small portions of a vast network momentarily, only for the network to adapt and compensate with the formation and use of new companies. That sanctioned entities are all based in just a few countries speaks to the lacklustre approach – and thus high-risk nature – of these countries to taking prudent action against Iran’s intermediary trading scheme, even after multiple rounds of OFAC actions targeting companies based in their jurisdictions.
Case Study 2: Sitki Ayan/ASB Group

A further example of how front companies in permissive jurisdictions can facilitate sanctions evasion is provided by the case of Sitki Ayan and ASB Group.

A dossier of business contracts and bank documents leaked in late 2022 detail the years-long involvement of a Turkish businessman (and close contact of President Recep Tayyip Erdoğan) and his network of companies in facilitating Iran’s sanctioned oil trade and clandestine finance schemes. Accusations made against Sitki Ayan and his Gibraltar-registered holding company ASB Group of Companies were substantiated with an extensive designation from OFAC made hours after the leak, which outlines how Ayan and his business network facilitated and concealed the sale and shipment of oil from NIOC.

Following the reimposition of US sanctions on Iran following Trump’s withdrawal from the JCPOA in 2018, ASB found a niche in supporting Iran’s re-energised illicit oil enterprise by leasing shipping tankers through its subsidiaries to transport oil from Iran to China. ASB also routed payments through an elaborate network of shell companies and banks in India, Russia and the UAE, which, as payments were denominated in foreign currency (most commonly US dollars), were inevitably settled by international banks such as Commerzbank and J P Morgan, which failed to identify their connection with Iran. Oil shipments to Russia also relied on barter for payment, with sanctions-exempt foodstuffs including wheat and sunflower oil offering camouflage for petroleum product purchases, and leaving Iran with both valuable foreign currency and other scarce consumer goods.

Case Study 3: IRGC/Quds Force and Hizbullah

Alongside the widespread use of front companies in countries offering opaque corporate structures and/or with weak supervisory regimes, the Iranian state also mobilises proxies to facilitate its financial activity, notably the IRGC and its Quds Force. As a parallel security structure to Iran’s armed forces, these offer Iran a useful functionality for operating its sanctions evasion regime, particularly where operatives are based outside the country.

In March 2020, OFAC designated several IRGC-controlled front organisations used to hide its money-laundering and illicit revenue-generation activities, including a scheme involving a charitable organisation supposedly dedicated to maintaining Shiite shrines in Iraq, donations to which were redirected to supplement the IRGC’s own budget.

In the same way, and emulating a strategy employed by North Korea, Iran’s foreign embassies offer useful cover for the illicit movement of funds. Iran International reported in January 2023 that the country’s embassy in Iraq had been the site of an IRGC-maintained money-laundering operation aiding the repatriation of revenues from Iran’s illicit petrochemical product sales. Here, embassy staff receive export revenue in cash from Iraqi currency exchanges and then deposit it into the embassy’s accounts, supposedly to fund legitimate embassy operations.

Last, Lebanese Hizbullah, often assumed to be a mere recipient of funds from Iran and an ideologically aligned group, also plays a part in facilitating the CFSs of its host and benefactor. For example, to pay for its imports of Iranian oil, in 2022 Venezuela reportedly shipped gold from Caracas to Tehran using Iran-controlled Mahan Air, with senior Hizbullah officials identified as being involved in easing these shipments, later liquidated in Turkey and other nearby countries.

As these case studies demonstrate, complex corporate structures and financial engineering have allowed Iran to continue to operate its economy – at times by exploiting large international banks – by developing CFSs that benefit both its economy and proxies operating internationally on behalf of the country.
III. The Russian Response

This chapter considers the Russian context, as the Kremlin seeks ways to evade the tightening Western sanctions imposed in response to its full-scale invasion of Ukraine.

Since the Kremlin's full-scale invasion of Ukraine in February 2022, Western allies have placed a wide range of economic and trade sanctions on Russia to reduce its ability to fund and resource its military machine. These sanctions have targeted financial flows by reducing the Kremlin’s access not only to the international financial system but also to sales of goods – such as high-tech chips – needed to restock Russian military supplies. They are also being felt in the ability of Russia to export its oil and other hydrocarbon products, as well as to source Western expertise, such as servicing for its Airbus and Boeing civil airliners.

As a result of these restrictions – and with no sign that President Vladimir Putin intends to reverse his course in Ukraine – Russia is increasingly needing to find new sources to fund its military materiel and resourcing requirements, which is encouraging the Kremlin to gravitate towards those other jurisdictions – notably Iran – that have developed their own responses to Western trade and financial sanctions.

Among these responses, discussions of their experience of de-dollarisation took place during Putin’s meeting with Khamenei during the summit between Russia, Iran and Turkey in Tehran on 19 July 2022. A reported statement from the Iranian Supreme Leader emphasised ‘long-term cooperation between Iran and Russia as being greatly, deeply beneficial to both countries’, marking a clear rapprochement between the countries.

In November 2022, Russian and Iranian leaders met again in Tehran, with a visit from Russian Security Council secretary Nikolai Patrushev, a leading ally of Putin, to Iran’s President Ebrahim Raisi to deepen trade and security cooperation. The increasingly closer connections materialised in January 2023 with the reporting of the decision of Iran and Russia to connect their interbank communication and transfer systems to help boost trade and financial transactions, overcoming their ban from SWIFT, a model that Russia could look to replicate.
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with other key trading partners to mitigate the SWIFT messaging system restrictions more broadly.

In the latest political move, the deputy foreign ministers of Russia, Turkey, Syria and Iran were scheduled to meet again in Moscow in March 2023, but the meeting will now be held at a later undisclosed date.

In line with these growing political ties, Russia is widely reported to have been sourcing military equipment – notably drones – from Iran as it seeks to overcome the resupply challenges posed by Western sanctions. In response – and demonstrating the seriousness with which Ukraine’s allies are treating this growing relationship – Western allies are increasingly targeting Iranian entities with sanctions.

For example:

- On 8 September 2022, OFAC designated Safiran Airport Services, an air transportation service provider, for its involvement in the shipment of Iranian UAVs to Russia for its war against Ukraine. Additionally, OFAC designated Paravar Pars Company, Design and Manufacturing of Aircraft Engines, and Baharestan Kish Company and its managing director, Rehmatollah Heidari, for their involvement in the research, development, production and procurement of Iranian UAVs and UAV components, including the Shahed series of drones, for Iran’s IRGC and its Aerospace Force and Navy.

- On 15 November 2022, OFAC designated Shahed Aviation Industries Research Center, the firm responsible for the design and production of Shahed-series UAVs used by Russian forces in Ukraine. OFAC also designated Success Aviation Services FZC and i Jet Global DMCC for facilitating the transfer of Iranian UAVs to Russia. To complement the US State Department’s designation of the Wagner Group, OFAC also targeted two individuals for facilitating Wagner’s acquisition of UAVs from Iran.

- On 6 January 2023, OFAC designated six executives and board members of US-designated Qods Aviation Industry Company, a key Iranian defence manufacturer responsible for the design and production of UAVs transferred for use in Ukraine, now updated on the Specially Designated Nationals and Blocked Persons List, to include its new alias, Light Airplanes Design and
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Manufacturing Industries. OFAC also designated the director of Iran’s Aerospace Industries Organization, the key organisation responsible for overseeing Iran’s ballistic missile programmes.⁶¹

- On 9 March 2023, OFAC designated a China-based network of five companies and one individual for supporting Iran’s UAV procurement efforts to the Iran Aircraft Manufacturing Industrial Company (HESA). HESA has been involved in the production of the Shahed-136 UAV model that Iran has used to attack oil tankers⁶² and has also exported to Russia.⁶³

While the advancement of financial ties and the sourcing of drones are the most high-profile examples, other connections are also important and growing. For example, unable to have its aircraft serviced in the West, Aeroflot has reported that it is starting to send planes to Iran for servicing;⁶⁴ Russia has also been learning lessons from Iran on how to develop a shadow fleet of tankers for transporting oil in circumvention of sanctions.⁶⁵

On top of these clear links between Russia and the provision of Iranian drones, the US Departments of Commerce, Treasury and Justice have also recently provided warning of the methods being adopted by Russia to evade sanctions.⁶⁶ This Russian activity reflects the Iranian playbook, with the Tri-Seal Compliance Note observing Russia’s ‘use of third-party intermediaries or transshipment points to circumvent restrictions, disguise the involvement of Specially Designated Nationals and Blocked Persons (SDNs) or parties on the Entity List in transactions, and obscure the true identities of Russian end users’ and providing a range of red flags that can be indicative of such activity.⁶⁷

Although the sanctions placed on Russia by allied nations are comprehensive, Russia has agency, and it is already developing measures to circumvent these restrictions to continue to fund and resource its military. Indeed, in the March 2023 Foreign Policy Concept of the Russian Federation, the Kremlin makes no
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secret of its interest in supporting the development of circumvention measures, asserting:

The abuse by certain states of their dominant position in some spheres intensifies the processes of fragmentation of the global economy and increases disparity in the development of states. New national and trans-border payment systems are becoming widespread, there is a growing interest in new international reserve currencies, and prerequisites for diversifying international economic cooperation mechanisms are being created.68

As this paper has reviewed, many of the challenges that sanctions are placing on Russia have been faced previously by other rogue states – notably Iran – that have themselves developed means by which to limit the impact of these restrictions. This experience is inevitably instructive for Russia. Evidence is already emerging of Russia taking lessons from Iran’s playbook (for example, its development of a shadow oil tanker fleet); partnering with Iran in financial services and technical expertise that it can no longer source from Western nations; and developing financial and trade structures that obfuscate beneficiaries. If allied nations are to create the impact they wish with their restrictive measures, they will need to study the lessons Russia is likely to draw and ensure they anticipate and restrict the attempted adaptations that follow as a result.

IV. Weaknesses in the Financial System Response

As emerges from the previous chapters, the evasion techniques employed by Iran often rely on the use of the formal financial system, which has for decades been required to closely monitor the transactions it facilitates for abuse – including sanctions evasion activity. Yet the formal financial system continues to be associated with sanctions evasion, suggesting that the system and those that supervise it need to consider how they should adapt and work harder and smarter to minimise opportunities for abuse.

The integrity of the global financial system is monitored via the implementation of the standards of the FATF. As a result, in the face of rogue state subterfuge, countries that follow the FATF standards and those that have developed their own unilateral sanctions regimes should have measures in place to detect and prevent sanctions evasion, many of which rely on and are implemented by the private sector.69

As the gatekeepers of the financial system under the FATF standards, financial institutions and other obliged entities are required to undertake client due diligence (CDD) when they ‘onboard’ a client, and periodically thereafter; and to monitor client transactions and report suspicious activity to the authorities. Under national laws, they are also required to ensure that sanctions are not breached, which most businesses do by screening customer names and transactions for the presence of, or connection with, designated entities and individuals.70

That is the theory, but these requirements are well known to rogue states and their supporting networks, and thus for many of the techniques discussed in this paper, anti-financial crime and sanctions measures are likely to be irrelevant. The funds being transferred to support a rogue state and its proxies will not enter the financial system (for example, because bulk cash is being used) or, if they do enter it, they will either not be moved through the wider international financial system but be channelled through an institution where measures have already been subverted, in a jurisdiction potentially subject to malign outside
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influences (such as that of Iran over parts of the Iraqi banking system),\textsuperscript{71} or else they will be sufficiently disguised such that banks are unable to easily detect the malign connection of the transactions they are processing.

While circumvention opportunities will always exist, and the formal financial sector is not always involved in these schemes, there is certainly room for financial crime and sanctions detection measures to provide more effective barriers with regard to the sorts of intermediary trading schemes detailed in this paper that rogue states are using to avoid sanctions. In the case of Iran, documents provided by sources such as Wiki Iran clearly indicate that funds appear to be moving unchallenged through the international financial system, and through accounts set up and/or held by major financial institutions.\textsuperscript{72}

This occurrence indicates that CDD checks are either not properly informed or have been subverted by those tasked with setting up front companies and bank accounts. The potential reasons for failure are numerous and could include malfeasance or negligence on the part of the financial institution, but could just as easily reflect the quality of the malign actors’ tradecraft and paperwork, taking advantage of weak supervision and controls in countries that turn a blind eye to the activities of rogue states such as Iran. Furthermore, CFSs are set up precisely to avoid interaction with the formal financial system and thus avoid even the most diligent private sector checks.

Either way, as rogue states have their financial activity increasingly limited, financial institutions and those that monitor and audit their activities, as well as those that control and police the financial system, such as central banks and payment settlement systems, must clearly be more diligent if there is any chance of restricting these CFSs as they develop.

As Western financial institutions seek to raise their game, particular challenges must be overcome. For example, those regulated entities charged with monitoring transactions and screening clients rely on measures to identify unusual patterns that do not match expected account conduct and/or have transactional links to those entities that have already been designated under sanctions regimes.\textsuperscript{73}

These measures take time to have an effect, however, because the platforms require ongoing streams of data to identify unusual or suspicious patterns, and
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even then are far from fool-proof, having a reputation both for generating a high proportion of false positives and missing well-disguised false negatives.\textsuperscript{74}

Further difficulties are potentially created by the internal operational ‘split’ within banks between sanctions screening and transaction monitoring. The identification of a sanctions match will lead to the suspension of a transaction and a report to a national sanctions administrator, but this relies on screening revealing a link to a designated individual or entity. If no such link is identified, transactional activity might be identified separately as unusual or suspicious, but not necessarily sanctions related. The sanctions evasion activity might therefore be filed instead as a suspicious activity/transaction report (SAR or STR, depending on the country) to a national financial intelligence unit (FIU). Whether the potential sanctions-related aspects are identified is uncertain, and likely to depend on the effectiveness of an individual national FIU’s data analytics and channels for intelligence sharing with other agencies, including the sanctions administrator. Although the capacity of FIUs will vary between countries, available evidence suggests that the majority of SARs/STRs received by many FIUs, even in the developed world, are not immediately exploited, serving instead as a secondary database for investigations.\textsuperscript{75}

These basic weaknesses in the system can be exacerbated further by contextual factors at a national level. Some countries that have become central to sanctions circumvention activity have a weak record of implementing anti-financial crime measures, both in the public and private sectors. The UAE, which has been a primary jurisdiction for the establishment of Iranian front companies and has emerged as a hub for Russian investment and financial activity since the Kremlin’s full-scale invasion of Ukraine, was added to the FATF’s list of ‘Jurisdictions under Increased Monitoring’ (so-called ‘grey list’) in March 2022 for its failure to take effective action against a range of financial crimes, including terrorist financing.\textsuperscript{76} Turkey, another common presence in Iranian sanctions circumvention trading schemes,\textsuperscript{77} has also been on the FATF grey list since October 2021, under a requirement to address fundamental failings in the policing of its financial system.\textsuperscript{78}
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It is noticeable, moreover, how many front companies in Iranian schemes are based in major Asian trading entrepôts such as Hong Kong,\textsuperscript{79} which boast large numbers of small import/export firms.\textsuperscript{80} Although this might be a coincidence, it is plausible that these firms are set up in locations where they are much more likely to be able to hide in plain sight. By leveraging these permissive environments, rogue states and their agents can gain access to the international finance system at its weak points, and from there move illicit funds throughout the legitimate system.

\textsuperscript{79} See, for example, US Treasury Trilliance designations discussed in Case Study 1: Iranian Petrochemical Sales.

Conclusion: Refocusing the System

This paper has sought to illuminate the ways in which rogue states, in particular Iran, develop alternative financial systems to circumvent Western sanctions and how a heavily sanctioned state such as Russia might adopt similar practices. It concludes by assessing how Western governments and their private sectors should strengthen and refocus their responses to confront the development of such CFSs by rogue states.

As the case studies in this paper have demonstrated, rogue state CFSs are consistent in the jurisdictions in which they choose to facilitate their activities. The tools used by the international community to improve national financial crime standards, notably FATF evaluations and (where necessary) greylisting, are clearly insufficient to address this malign activity, designed as they were with criminal finance in mind. As this paper has argued, a much greater focus needs to be placed on strengthening the whole financial system against this abuse, not only relying on the private sector but also involving greater commitment and effort from governments via their control of the financial infrastructure (such as clearing and settlement systems) and the development of new standards (such as expanded financial reporting) designed to address the threat from an expansion of CFSs by rogue states.

The international community’s response to illicit finance is built on the FATF and its standards, first developed in 1989 in response to the use of the formal financial system to support the laundering of the proceeds of the narcotics trade between South and North America. Over time, these standards have evolved, but their focus – aside from addressing the implementation of UN sanctions on states engaged in the proliferation of WMDs – has been on identifying and disrupting the proceeds of criminal activity (so-called ‘predicate offences’), rather than the activity of rogue states.

Alongside the FATF, sanctions – whether applied on a multilateral basis by the UN or on a bilateral basis by individual states or groups of states – have been a cornerstone of the international community’s response to security threats for decades. The success of sanctions in coercing behavioural change is varied. In the case of Iran, some, such as the US Treasury, point to the role sanctions played

in bringing the regime to the negotiation table to agree the 2015 JCPOA; yet Iran, labelled in 2019 by the US State Department as ‘the world’s worst state sponsor of terrorism’, has also been subject to terrorism-related sanctions for nearly 40 years, and has shown no sign of diminishing its funding and resourcing of designated terrorist organisations.

As this paper has reviewed, underpinning the response to sanctions of rogue states such as Iran is the development of complex CFSs that allow states to bypass those traditional financial mechanisms that are dominated by Western nations who seek to coerce changes in behaviour via sanctions.

For many European countries, despite the existence of sanctions regimes for decades, it was not until the Kremlin’s full-scale invasion of Ukraine that the reality of sanctions implementation dawned. And herein lies the contradiction. Most European countries perform well in the evaluations undertaken of their anti-financial crime systems and controls by the FATF; yet their awareness of and engagement with the steps required to secure their financial systems against sanctions evasion contrasts poorly, primarily because they have not felt compelled to focus on sanctions implementation before 2022. This suggests that more specific focus and measures are needed to strengthen the financial system against sanctions evasion activity and related CFSs that go beyond mere FATF compliance.

In light of this need for greater awareness of sanctions evasion activity, the necessity to focus more diligently on sanctions implementation and identify systemic vulnerabilities that allow sanctioned jurisdictions to circumvent economic restrictions to continue funding their malign and threatening activity, including financing designated terrorist groups, this paper presents the following recommendations, focused in particular on European governments.

Recommendations

• **Build on Russia sanctions collaboration.** Western unity on Russia sanctions, together with Asian allies, has been notable since February 2022. While gaps between regimes need to be addressed, commitment to designating entities and restricting relevant Russian economic activity has been strong. Allied

nations need to build on this unity to ensure that other rogue states that abuse the financial system are presented with an equally united front to ensure gaps in the responses (notably provided by countries that are well known for their weak compliance with global standards) are not arbitraged by bad actors.

- **Acknowledge the threat posed by parallel financial systems.** As the hegemony of the Western-controlled financial system weakens, Western countries must be alert to the development of parallel financial systems that allow for sanctions circumvention.

- **Educate the private sector.** Driven by the rising awareness of growing Russian attempts to circumvent sanctions, significantly greater effort must be made by Western governments to raise awareness of the sanctions evasion methods and activities of rogue states. Typologies – such as those in the US government Tri-Seal Compliance Note – are not sufficiently specific.\(^86\) Details of sanctions designations must be actively used, along with the provision of other open source case studies, to inform the private sector of the specifics of CFSs.\(^87\)

- **FATF is only part of the solution.** Even where states have received strong reviews from the FATF, they should recognise that FATF-related anti-financial crime responses provide only part of the solution for addressing rogue state activity, as it is a system designed primarily to respond to the proceeds of crime, not the development of CFSs. Although FATF pressure is helpful for raising financial crime standards in general, its sanctions-related focus is narrowly defined and thus fails to address those sanctions regimes that are not based on UNSC resolutions.

- **Review financial infrastructure.** Governments are, for the most part, responsible for key elements of the financial system, such as banking settlement systems (TARGET2 for the Euro area,\(^88\) for example). Although it is unrealistic for these systems to monitor transactions in the way required by commercial banks, greater scrutiny must be applied to the standards of those banks that access these systems. Just as correspondent banks are required to ensure the compliance standards of their client banks, so too should clearing and settlement systems satisfy themselves that those using their services have appropriate controls and policies in place to defend against abuse.

- **Identify sanctions evasion platforms.** This paper has highlighted the way in which platforms such as the ACU could be used to facilitate sanctions evasion. Western governments should ensure they are aware of and securing
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against this potential repurposing of such platforms, for example by highlighting these risks to those providing banking and settlement services.

- **Strengthen reporting requirements.** Recognising the growth in sanctions evasion activity, government-mandated private sector reporting requirements (such as those Iran-related reporting requirements policed by the US Securities and Exchange Commission – SEC[^89]) must be updated to reflect the greater risk of abuse from rogue states. For example, following the lead of the SEC, European regulators should introduce specific reporting requirements related to ‘high-risk’ countries such as Russia and Iran.

- **Review competency of EU member state sanctions architecture.** As research has identified, sanctions implementation capabilities across Europe vary considerably.[^90] The EU should apply greater scrutiny to and auditing of these capabilities and consider the introduction of an EU-level authority responsible for ensuring harmonisation and high standards of EU sanctions implementation.

- **Empower the private sector and clarify responsibilities.** For many in the private sector, sanctions are a compliance challenge. But as frontline actors, the private sector, particularly large globally operating banks, have a central role to play in ensuring compliance of financial systems in lower-capacity countries by using their leverage over these actors to ensure their compliance with financial restrictive measures. Furthermore, as the threat from CFSs rises, clearly private sector responsibility should be apportioned to ensure the right actors are engaged in the challenge of identifying and disrupting this form of emerging sanctions evasion. Too often it is left to the banks to act as the sole element of the financial frontline. Other actors such as auditors should feel equal responsibility to ensure a systemic response to the threat posed by rogue states.

In sum, as rogue states grow in number and have their financial activity increasingly limited, financial institutions and those that monitor and audit their activities, as well as those that control and police the financial system, such as central banks and payment settlement systems, must clearly be more diligent and alert to the threat posed by CFSs. This challenge will grow significantly as allied nations continue to tighten financial and trade restrictions on Russia. Merely relying on the traditional methods designed to respond to the proceeds of crime will not be sufficient to identify and disrupt this activity. New thinking,
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new approaches and new capabilities will be needed if those seeking to secure the financial system against rogue state abuse are to stand a chance.
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